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Abstract

In wireless sensor networks, the location of sensor nodes that generate information in application
such as target tracking, geographic routing , environmental monitoring and forest fire monitoring

are very essential.

Localization techniques are used to estimate the locations of the unknown nodes in a network using
the available few anchors in network and inter-sensor measurements such as time different of
arrival, angle of arrival and connectivity, and of which the three are categorized under range based

localization algorithm and the last one is under range free localization algorithm.

In localization of unknown sensor nodes in wireless sensor networks, the straight forward solution
is installing the GPS in every sensor nodes. But it is infeasible due to lack of line-of-sight in indoor

applications, high network cost because of energy consumption and hardware cost.

In the localization algorithms, the range based algorithms are better in location accuracy but they
need additional hardware requirement and energy which is the tradeoffs. In the case of range free
localization algorithms, they are cost and energy efficient but with less localization accuracy. Since
most of the wireless sensor network applications need coarse localization accuracy, range free
localization algorithms are more effective than the range based ones, taking into consideration the
tradeoffs. Among range free localization algorithms APIT, DV-hop and Centroid localization

algorithms are the popular ones.

In this thesis, we proposed improved APIT localization algorithm by developing novel and simple
Point in triangle test to minimize the probability of wrong judgement of whether the unknown

sensor node is inside triangle formed by the three anchor nodes or outside the triangle.

We have evaluated the performance of both the improved APIT and the original APIT based on
the localization error, and the simulation experiment result show that improved APIT localization
algorithm has better performance than the original APIT. Accordingly localization error rate of
improved APIT localization algorithm is 26%, while localization error rate of APIT localization

algorithm is 31% when anchor node percentage is 25% of the total sensor nodes.

Vi



Chapter One: Introduction

1.1 Background

Wireless sensor network (WSN) is a new class of wireless network that is becoming very popular
with a huge number of civilian and military applications. WSNs have gained worldwide research
and industrial interest particularly with the rapid increase in wireless communication technologies
and micro-electromechanical systems (MEMS) technology which has facilitated the development
of smart sensors [1]. A sensor is a device that detects and responds to some type of input from the
physical environment. The specific input could be light, heat, motion, moisture,
pressure, or any one of a great number of other environmental phenomena. The output is generally
a signal that is converted to human-readable display at the sensor location or transmitted

electronically over a network for reading or further processing [2]

A Wireless Sensor Network (WSN) is a network of independent, battery powered, low-energy,
limited processing capability, low-cost, low storage, and low communication capacity tiny sensing
stations known as sensor nodes [3]. Each sensor node consists of sensing unit, micro-controller
unit or processing unit, transceiver or communication unit and power unit [4]. Upon deployment
these sensor nodes organize themselves and form a network, which is typically consists of several
to thousands of such sensor nodes. These sensor nodes are used to monitor the surrounding
environment for some activity and send the sensor data to base station known as sink. The
deployment of the sensor nodes can be on large scale or small scale depending upon the application

to detect and collect the information from physical environment [3], [5]

WSNs have significant characteristics [6] such as low-cost, energy efficient, low computational
power, low communication capabilities, low security and privacy, distributed sensing and
processing, dynamic network topology, self-organizing, multi-hop communication, application
oriented and robust operation.

The earlier applications of WSN were developed for military usage, from surveillance systems
in the oceans for the detection of objects in different environments. However, the possibility of

developing low cost sensors and with low consumption of energy, with wireless communication,



has already allowed their usage in many civil and military applications. Since most applications
depend on a successful localization of the nodes, it is necessary to compute their position in a
network, for designing efficient localization algorithms. An efficient localization improves saving
energy and reduces the communication cost among sensor nodes. Because of these advantages the

precise knowledge of node localization in WSN is an active field of research [7]

Localization in wireless sensor networks (WSNSs) is one of the central components of a variety of
emerging applications including military, healthcare, environment monitoring, home and office
automation, weather forecasting and so on. Many of these applications need location based
services [8]. Location based services provide relevant (spatial) information to the end users
through wireless networks and/or the internet. Applications that provide location based services
can offer the context and the connectivity needed to dynamically associate the position of a user
to context sensitive information about current environments and it send data by knowing the

geographical location accessed by a mobile user [5]

Localization or positioning is the task of determining physical coordinates of sensor nodes in
WSNs and is a key factor in today’s communication systems to estimate the place of origin of

events [5].

Localization techniques are used to estimate the locations of the unknown nodes in a network
using the available few anchors in the network and inter-sensor measurements such as distance,
time difference of arrival, angle of arrival and connectivity. Anchors locations can be obtained by
using a global positioning system (GPS) or by installing anchors at points with known coordinates
by some mechanism. Because of constraints on the cost and size of sensors, energy consumption,
implementation environment, it is not accessible to embed all tiny sensor nodes with GPS in large-
scale resource constrained wireless sensor networks [9], [10]. Therefore location of sensor node

need to be estimated using localization algorithm.

Based on the positioning mechanism [10], [11], [12], the localization algorithms can be divided
into two broad categories: (i) range-based localization techniques and (ii) range-free localization
techniques. Range-based schemes have higher location accuracy than the range-free localization
schemes, but are hardware intensive and high cost of sensor nodes. In range-free schemes, special
hardware for distance estimation is not used and they are taken as a cost effective alternative to

more expensive range-based approaches[9],[13] Approximate-Point-In-Triangle (APIT),



Distance-vector-Hop (DV-Hop), and Centroid localization algorithms are the popular range-free
localization algorithms[12]. Range-free localization algorithms even if they are cost effective,

they have their own drawbacks like less accurate to localize sensor nodes.

Localization in non-line-of-sight like for range based localization scheme, node selection criteria
for localization in energy-constrained network, scheduling the sensor node to optimize the tradeoff
between localization performance and energy consumption, cooperative node localization, and
localization algorithm in heterogeneous network are some of the challenges of localization in
WSNs [2].

1.2 Statement of the Problem

Range-based localization algorithms are accurate relative to range-free algorithms but their
implementation need sophisticated hardware that GPS embedded to and as the result of this it is
infeasible in large-scale resource constrained WSNs [9],[13] . Therefore the alternative solution is
the range-free (connectivity-based) localization algorithms and they do not need additional
hardware, are cost effective but they are less accurate to estimate location of sensor nodes. Since
most of the WSN applications need coarse accuracy localization, implementation of range-free
algorithms is feasible. According to [14], APIT is a range—free localization algorithm which is
simple and easy to implement. It is low in communication cost and energy consumption. It also
has a low location error rate. However, the performance of the APIT algorithm is largely affected
by the density of anchor nodes and is restricted for the In-to-Out Error and Out-to-In Error.

Therefore there exists gap to improve this localization algorithm.

A key procedure in APIT localization algorithm is PIT test and the main shortcoming of this
algorithm is also based on PIT test in which it is inevitable to make wrong judgments
[14],[15],[16],[17],[18] that an internal node can be seen as outside of the triangle (In-To-out

error) or judge an outside node as it is inside the triangle (Out-To-In error).

To illustrate these two errors, let A, B and C are three anchor nodes (or vertices of triangle ABC)
that form triangle ABC and let M be the target node. As in [19] comparing received signal strength,
in figure 1.1 (i) below as we can see M is inside AABC, the received signal strength of node 2
receive from anchors A, B and C is less than the received signal strength M receive from A, B and



C, and due to this neighbor information, node M misjudged to be outside of triangle ABC (In-To-
out error occurred). Similarly in figure 1.1 (ii) node M is actually outside of AABC, the neighbor
node 3 of M is nearer to anchor node A (vertex A of AABC) than anchor nodes B and C (vertices
B and C of AABC) or node 4 is nearer to vertex B and further from vertex A and C, and this leads
to wrong judgment that node M is inside triangle AABC (Out-To-In error).

Figure 1.1: In-To-Out and Out-To-In Error situations [19]

To minimize these errors, this thesis is aimed to develop new side based PIT test method. The
new side based PIT test method, compare the sum of distances from a target node to vertices of a

triangle with perimeter of a triangle to take decision as a PIT test.
Finally the thesis will attempt to answer the following research question:

» To what extent localization error is minimized in comparison to original APIT localization

algorithm as a result of new PIT test?

1.3 Objectives
General objective

The general objective of this thesis is to improve judgment accuracy in PIT test phase of APIT
localization algorithm of sensor nodes in large-scale wireless sensor networks, so that to improve

localization accuracy of the algorithm.



Specific objectives
The specific objectives of this thesis include:

To Design new side based PIT test method
To set mathematical model that used as new PIT test method

To compute perimeter of virtual triangle formed by three anchor nodes

YV V V V

To calculate the sum of distances from a target node to the vertices of the triangle (three

anchors).

» To compare perimeter of the virtual triangle formed by the three anchor nodes with the
sum of distance from the target sensor node to the vertices of the triangle, to use as a PIT
test.

» To implement the proposed improved APIT localization algorithm.

» To evaluate the performance of improved APIT localization algorithm.

1.4 Scope of the Study
This thesis work is focused on two dimensional network and sensor nodes can in general be moving
or stationary. However this thesis is delimited to study localization problem of fixed sensor nodes

in wireless sensor networks.

1.5 Methodology and Tools
To achieve the objective of the thesis the following steps will be used:

Literature Review: We will review literatures, published related works, books, journals and

internet to gather information about study area relevant to the thesis.

Experimentation: experimentation on proposed APIT localization algorithm will be employed to

achieve the objective of the study.

Tools: MATLAB software will be used as software tool of the study to obtain experimental results
and to implement, to simulate and to analyze the performance of the proposed algorithm.
MATLAB [41] relative to others simulation environment, its programming syntax is simple and it

contain built-in complex mathematical expressions.



1.6 Thesis Organization

This thesis work consists of six chapters. The next chapter review literatures on the architecture of
wireless sensor networks, components of a sensor node, characteristics of wireless sensor
networks , protocol stack in wireless sensor networks, advantages and limitations of wireless
sensor networks, application of wireless sensor networks and localization algorithms in wireless
sensor networks. Chapter three reviews related works. Chapter four deals with design and proposed
solution and chapter five discusses the simulation tools used for this work, experimentation and
evaluation of proposed solution. Finally, chapter six summarizes the thesis by conclusion and

future work.



Chapter Two: Literature Review

2.1 Overview of Wireless Sensor Networks

WSN is combination of sensing, computation, and communication into a single tiny device known
as sensor node. It consists of hundreds and thousands of tiny battery powered, randomly deployed
sensor nodes with limited processing, storage, and communication capacity. According to [15] the
typical WSN consists of a number of tiny devices with microcontroller, a low-powered radio, and
a number of sensors to perceive their surrounding environment. These devices are networked in a
multi-hop fashion to enable cooperation among nodes and real-time delivery of sensed data to the

user.

A sensor is a device that detects and responds to some type of input from the physical environment.
The specific input could be light, moisture, motion, pressure, heat or any interested environmental
phenomena. The output is generally a signal that is converted to human readable display at the
sensor location or transmitted electrically over a network for reading or further processing [2].
Each sensor node is able to sense the environment, perform simple computations and communicate
with its neighbor other sensors or with the central unit. In wireless sensor networks sensor nodes
are of two types, anchors and non-anchors (or simply sensor nodes). Anchors are those who are
aware of their locations and non-anchors (or simply sensor node) are those who do not know their

locations.

One way of deploying the sensor networks is to scatter the nodes throughout some region of
interest. Once the sensor nodes are deployed into the target area, they collect data from the
environment automatically and establish an ad hoc network to transfer their data to the base station
(sink) [11]. A sink can store received packets and forwarded them to external network using

reliable and most possibly wired communication link.

2.2 Architecture of Wireless Sensor Networks
The term architecture has been adopted to describe the activity of designing any kind of system, it
is the complex or carefully designed structure of something; one of its common uses is in
describing information technology, such as computer architecture and network architecture [20].

The architecture of wireless sensor network consists of sensor nodes, sink (base station) and user.
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v The sensor nodes form the sensor network. Their main objectives are making discrete, local
measurement about phenomenon surrounding these sensors, forming a wireless network
by communicating over a wireless medium, and collecting data and routing data back to
the user via a sink (base station).

v" The sink (base station) communicates with the user via Internet or satellite communication.
It is located near the sensor field. The collected data from the sensor field is routed back to
the user by a multi-hop infrastructure less architecture through the sink.

v The user is one who is interested in obtaining information about a specific phenomenon to

measure or monitor its behavior.

2.3 Components of a sensor node
Sensor node is one of the main components of any WSN. Sensor nodes have the following common
characteristics: small physical size, low power consumption, limited processing power, short

range communications, low cost and a small amount of memory storage [21]. A sensor node is



made up of four basic components as shown in figure 2.2; sensing unit, processing unit, transceiver

unit (communication unit), and power supply unit.

Sensing Unit Processing Unit Communicating Unit

Sensor ADC Processor /CPU Transceiver

:

Memory

i T.

| |

Power Unit

Figure 2.2: Basic Components of a sensor node

These basic components of a sensor node described as follows:

Sensing Unit: - It senses the environment through transceiver. Sensing unit [4] has two subunits,
sensors and ADC. Sensors are considered as a vital part of any WSN. They are basically hardware
devices that generate a signal proportional to the event or condition being monitored or measured.
The sensed signal is converted to digital form using analog-to-digital converters (ADC) as the
microcontrollers can only process digital data. Desired characteristics of a sensor node include
small size, low power consumption, being adaptive to the environment, and being independent and

able to work unattended.

Based on power or energy supply requirement, sensors [4] are categorized as; active sensors,
passive and omnidirectional sensors, and passive and narrow-beam sensors, and are described as

follows:

v Active sensors: - This category of sensors actively surveys the surroundings, for instance,
a radar sensor or a seismic sensor that produces shock waves.

v Passive and omnidirectional sensors:-. These sensors monitor the data without really
affecting the environment by active investigation. Normally, they are self-powered. Power
is required only to magnify their collected analog data. Further, these sensors pick up the

sensed data from all directions; they are not directional.



v’ Passive and narrow-beam sensors: - Sensors of this category are passive; however, they
have distinct view of direction of measurement. Usually devices such as cameras are used.
In addition to these units, a wireless sensor node may be equipped with extra units such as
a global positioning system (GPS) device, and a motor to move the sensor node in specific
directions, among others. Of course, such components must be built into a small module

with low power expenditure and low fabrication cost.

According to [2], based on their applications, sensors are classified into the following groups and

described as follows:

v Accelerometers: - These group of sensors are based on the Micro Electro Mechanical
sensor technology. They are used for patient monitoring which includes pacemakers and
vehicle dynamic systems.

v Biosensors: - sensors of this group are based on the electrochemical technology. They
are used for food testing, medical care device, water testing, and biological warfare agent
detection.

v Image Sensors: - These are based on the CMOS (COMPUT metal oxide semi-conductor)
technology. They are used in consumer electronics, biometrics, traffic and security
surveillance and PC imaging.

v Motion Detectors - These are based on the Infra-Red, Ultrasonic, and Microwave or radar
technology. They are used in videogames and simulations, light activation and security

detection

Microcontroller unit/ Processing unit: - The CPU (also called the electronic brain) of a sensor
node [23] is composed of a microprocessor and a flash memory. In most of sensor nodes, it
includes connectors to add external processing units and sensors to the main unit easily. Making
decision and dealing with collected data are the crucial functions of the CPU. The CPU stores data
in flash memory until enough data is collected. Once enough data is collected by the system, then
microprocessor unit of the CPU puts the data in envelopes, because envelopes provide great
efficiency in data transmission. Then, these envelopes are sent to the radio for broadcast.
Meanwhile the CPU communicates also with other nodes in the same way it deals with data to
maintain the most effective network structure. The CPU is connected to the base and it interacts

with the sensors and radio. Flash memories [4] are employed due to their cost-effectiveness

10



characteristics; they offer high capacity at low cost. Memory requirements are application
dependent. The required memory type can be divided into two major classes: data memory and

program memory.

Transceiver Unit (Communicating Unit):- The term transceiver signifies the combined
functions of transmitter and receiver. Transceiver has mainly four operational states which are
Receive, Transmit, Idle and Sleep. The Radios operating in the idle state of operation consume
power roughly equal to that used in receive state. Hence, it is recommended to turn down the radios
instead of running them in the idle state when not sending or receiving data. Moreover, a lot of
power is spent switching from the sleep state to the transmit state in order to send a packet. Sensor
nodes utilize the industrial, scientific and medical (ISM) frequency band, which is available free
of charge and does not require a license. There are different choices of wireless transmission media
including: infrared and radio-frequency. Infrared medium is inexpensive; however, it requires line
of sight and cannot penetrate opaque objects and walls. Moreover, it is sensitive to atmospheric
situations. Infrared does not require antennas, so it has limited broadcasting capacity.
Communication based on radio-frequency (RF) is the most-often used means of communication
in WSNs. Typically, WSNs use the communication frequencies between 433MHz and 2.4GHz [4]
[23].

Power Unit: In WSNs [4] when a sensor node collects data/signal, it consumes power. Moreover,
power is consumed even more for communication and data processing operations. Power is
typically stored in batteries or capacitors. There are two major types of batteries that are used in
sensor nodes: chargeable and non-rechargeable batteries. Moreover, batteries can be classified
depending on the electrochemical material used for electrode as nickel-cadmium (NiCd), nickel—
zinc (Nizn), nickel metal hydride (Nimh) and lithium-ion. Most WSNs employ power-saving
policies in order to extend the life of the batteries in their nodes. Among such schemes that are
used are the dynamic power management and dynamic voltage scaling schemes. The first
technique shuts down parts of the sensor node that are not presently active. The second scheme
changes power levels based on the unpredictable workload. This is performed by changing voltage
besides the frequency, which allows achieving decrease in the power consumption. The power
unit [26] usually consists of one or more batteries, providing 3V - 4.5V, generally with a capacity
ranging between 1700mAh — 2700mAh. The node can be fitted with various sensors for acoustic,

photo, temperature, pressure etc. based applications. Each node may also optionally be fitted with
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an interface for plugging-in an actuator for performing any mechanical actions on an application

specific basis.

2.4 Characteristics of Wireless Sensor Networks
Wireless sensor networks have characteristics that are different from traditional wireless networks
such as wireless ad hoc networks. The main characteristics of the wireless sensor network are

summarized [26] as follows:

Unattended operation: In most cases, once nodes are deployed, wireless sensor networks have
no human intervention. Hence the nodes themselves are responsible for reconfiguration in case of

any changes.

Dynamic network topology: It is an important aspect of the sensor networks. The lifecycle of a
sensor network may be represented in three phases with respect to the topology and its
maintenance. During the deployment phase, the nodes are dropped into their positions in an ad hoc
manner. The nodes need to self-organize into a communicating network. The Post-deployment
phase topology maintenance consists of topology changes induced due to the failure of the nodes,
failure of radio links, or arrival of some mobile obstacles. The Re-deployment phase deals with
the deployment of nodes to replace failed nodes. In each of the three phases, a sensor network

should be capable of seamlessly organizing itself to stream data to the base-station.

Limited power: Sensor Networks are highly sensitive to energy usage. They may, probably, be
deployed in hostile environments, where it may not be possible to refresh energy sources. Hence,
energy consumption is a major issue, and energy-aware protocols or applications are desirable.
Energy consumption is observed at three stages, node communication, sensing and processing.

Optimizing the three processes will lead to a reduction in the energy consumed.

Distributed sensing and processing: the large number of sensor node is distributed uniformly or
randomly. WSNs each node is capable of collecting, sorting, processing, aggregating and sending

the data to the sink. Therefore the distributed sensing provides the robustness of the system.

Node mobility: Mobility of the nodes creates a dynamic network topology. Links will be
dynamically formed when two nodes come into the transmission range of each other and are torn

down when they move out of range.
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Self-organization: the sensor nodes in the network must have the capability of organizing
themselves as the sensor nodes are deployed in an unknown fashion in an unattended and hostile
environment. The sensor nodes have to work in collaboration to adjust themselves to the
distributed algorithm and form the network automatically.

According to [4] WSNs are unique in certain aspects that make them different from other wireless

networks and these aspects are summarized as:

<

small CPU with limited computation power,

small memory in the node,

limited power in the node as it is usually powered by a battery,
limited bandwidth and data rate,

weak security mechanisms,

mobility of nodes,

dynamic network topology,

communication failures,

heterogeneity of nodes,

ability to survive in harsh environmental conditions, and

AN N NN Y N N N NN

ease of use and unattended operation.

2.5 Protocol stack in Wireless Sensor Networks

A protocol, code of conduct [20], is a set of rules that govern a certain behavior, in social or
diplomatic activities, at work, when driving, etc. In communication networks, protocols govern,
determine the functioning specifications and guidelines, and guarantee how networks fulfill their

intended use.

A wireless sensor network is an ad hoc arrangement of multifunctional sensor nodes in a sensor
field that are disseminated to gather information regarding some phenomenon. Sensor nodes can
be densely distributed over a large and may be remote area and collaborate their efforts to the
benefit of the network to the extent that even if a number of nodes malfunction, the network will
continue to function. The algorithms developed for wireless ad-hoc networks cannot be used for

wireless sensor networks for the following reasons [20]:
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v The number of sensor nodes is typically much more than the number of nodes in a typical
ad-hoc network.

v" Sensor nodes, unlike ad-hoc nodes, are prone to permanent failure.

v Sensor nodes normally use broadcast rather than point-to-point communication with its
limited power and memory.

v Unlike computer networks, sensor nodes do not have global ID since a typical packet

overhead can be too large for them.

According to [23] [6] the architecture of protocol stack in WSN can be classified in different layers.
In order to get the maximum efficiency with limited resources and low overhead, WSN does not
adhere as closely to the layered architecture of OSI (Open System Interconnection) model of
conventional network. Nevertheless, the layered model is useful in WSN for categorizing
protocols, attacks and defense. So, in contrast to the traditional seven layers it is reduced to the
five layers that include physical layer, Data link layer, network layer, transport layer and
application later. The advantage of the layered model is conceptually similar functions are
combined at one layer.

/
Pl

Application Layer

Transport Layer

Task-Management Plane

Network Layer

Dara-Link Layer

Power-Management Plane

\Mohiliry- Management Plane

Physical Layer

Figure 2.3: Protocol stacks in wireless sensor networks [23]
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The physical layer addresses the hardware detail of wireless communication mechanism. This
layer is responsible for frequency selection, carrier frequency generation, signal detection,

modulation, and data encryption.

The data link layer is concerned with the media access control (MAC) protocol. It ensures reliable
end-to-end connections in a communication network. The Data Link Layer is designed to handle

error control and the Medium Access.

The network layer manages routing the data supplied by the transport layer or between the nodes.
Whereas the transport layer is able to maintain the data flow if the WSN application requires that.
Various type of application can be implemented in the application depending on the physical

environmental sensing.

Orthogonal to the five layers, there are three management planes; power management plane,

mobility management plane, task management plane.

v' The power management plane manages how a sensor node uses its power and also it decides
on power consumption rates among three operations: sensing, computing, and communicating.

v The mobility management plane detects the movement of sensor nodes. It also registers the
mobility of sensor nodes. Hence a route back to the user is always kept. Therefore, the nodes
can manage their power to complete their tasks by considering this situation.

v' The task management plane organizes the events which are mainly sensing and detecting
events from a specific area. Thus, not all of the sensor nodes perform the sensing tasks at the

same time and at the same area.

2.6 Advantages and Limitations of Wireless Sensor Networks

The advantages of wireless sensor networks can be summarized as follows [24]:

v Network setups can be carried out without fixed infrastructure.
v' Suitable for the non-reachable places such as over the sea, mountains, rural areas or deep
forests.

v" Flexible if there is random situation when additional workstation is needed.

<

Implementation pricing is cheap.

v' It avoids plenty of wiring.
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v It might accommodate new devices at any time.
v ltis flexible to undergo physical partitions.

v’ It can be accessed by using a centralized monitor.

Some of the limitations of wireless sensor networks [25] are hardware constraints, power
consumption, node unit costs, environment and standards. Some other limitations of wireless

sensor networks are also summarized as follows [24]:

v' Less secure because hackers can enter the access point and obtain all the
information.

v Lower speed as compared to a wired network.

<

More complicated to configure compared to a wired network.

v Easily troubled by surroundings (walls, microwave, large distances due to signal
attenuation, etc.).

v' Itis easy for hackers to hack it because cannot control propagation of waves.

v Comparatively low speed of communication.

2.7 Application of Wireless Sensor Networks

According to [4] the growth of wireless sensor networks was originally motivated by military
applications; however, wireless sensor networks are now used in all kinds of civilian and industrial
applications. They are meant to identify or observe various physical parameters or conditions
including pressure, pollutants, temperature, humidity, air quality, water quality, soil structure, and
characteristics of an object in terms of its weight, height, size, position, speed or direction. Wireless
sensor networks have an advantage over fixed sensor networks as they can be deployed in hostile

territories, battlefields, outer space or under seas, rivers, and oceans.
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Figure 2.4: Some Applications of WSNs [28]

Military applications: Wireless sensor networks [4] have many applications in the military
domain. Wireless sensors can be deployed rapidly in any battlefield or hostile territory without the
need for any infrastructure. They can be used for military situation awareness, detection of an
enemy unit’s movements on land or sea, chemical or biological threats, offering logistics in urban

warfare, battlefield surveillance.

Environmental monitoring applications: They can be broadly categorized into indoor and

outdoor monitoring [20]:

v Indoor monitoring applications typically include buildings and offices monitoring. These
applications involve sensing temperature, light, humidity, and air quality. Other important
indoor applications may include detection of fire and civil structures.

v" Outdoor monitoring applications include chemical hazardous detection, habitat
monitoring, traffic monitoring, earthquake detection, volcano eruption, flooding

detection and weather forecasting. Sensor nodes have also found their applicability in
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agriculture; soil moisture and temperature monitoring is one of the most important

applications of WSNs in agriculture.

In environmental applications, sensors are deployed to monitor different environmental factors and

conditions, and identify the following cases [4].

v" To observe wild animals or plants in forests and wild habitats as well as to monitor
environmental factors of these habitats.

v" To monitor water or air quality by deploying sensors on the ground or under water. Air
quality monitoring can be used for air pollution control while water quality monitoring
can be used in hydrochemistry areas.

v Sensors can be deployed in forests to detect fires or in rivers to detect floods. In addition,
seismic sensors can be installed in a building to find out the path and degree of earthquakes

and offer an estimation of the safety of the building.

Health care applications: In this application, WSNs can be employed to observe and trace
patients. Sensors can be installed in patients’ homes in order to monitor their
behavior or movement; this is especially useful for elderly patients. Such systems can
alert the responsible nurse or physician if a patient falls or needs immediate attention. This also
can provide real-time health status and updates as well as location of the patients so that they can
be reached or saved, if needed. This is achieved by having wearable sensors that can be
incorporated into wireless body area networks (WBANS) in order to monitor vital signs in real
time [4].

The medical applications of WSNs aim to improve the existing healthcare and monitoring services
especially for the elderly, children and chronically ill. Numerous benefits are achieved with these

systems [20]

v" Remote monitoring capability; with remote monitoring, the identification of emergency
conditions for at-risk patients will become easy and the people with different degrees of
cognitive and physical disabilities will be assisted to have a more independent
and easy life.

v" Real-time identification and action taking. In healthcare applications, a real-time

system is actually a soft real-time system, in which some latency is allowed
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v Being able to identify the context is another benefit achieved with pervasive healthcare
systems. Context-awareness enables understanding the conditions of the people to be

monitored constantly and the environments in which they are.

Agriculture: Wireless sensor networks are being used more and more in the agricultural industry.
Gravity-fed water systems can be observed via pressure transmitters in order to check water tank
levels. Pumps can be managed by using wireless I/O devices, and water use maybe estimated
wirelessly. Irrigation automation can help in better water consumption and so reduce wastage. In
addition, WSNs can be used to control the temperature and humidity levels inside greenhouses so
that, when they fall below threshold levels, the greenhouse guard should be notified by using a

cell-phone text message or e-mail message [4].

2.8 Localization in Wireless Sensor Networks

Localization is the process of determining the position of unknown sensor node based on the
known node position by some mechanism algorithm [27]. The location discovery service enables
a device to know its location. The use of additional devices is not suitable for wireless networks,
especially the resource-constrained ones, because of the power-hungry nature of such devices. The
information provided by wireless sensor networks is highly correlated with respect to space and
time. In applications such as target tracking, geographic routing, environmental monitoring,
structural health monitoring, and forest fire monitoring, the location of information generating
sensors are very important [4]. Location of sensor nodes can be obtained either by placing the
sensor nodes at points with known coordinates manually or by deployment of global positioning
systems (GPS) on every sensor node. Manual configuration is impractical in large-scale
deployment and adding GPS [7] to all nodes in the network is infeasible because of high energy

consumption, cost and line-of-sight nature of signal of GPS satellites.

Practically, the use of GPS in WSNs involving thousands of nodes is not feasible because of the

following main reasons [4]:

v GPS receiver is expensive and the cost of deployment of WSN increases if GPS is built
inside every node.
v' The use of GPS with every node is not an energy-efficient solution in WSNSs, as these

networks are intrinsically energy constrained.
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v" GPS does not work in indoor environments, and environmental factors such as large

buildings affect GPS performance.

For these reasons an alternate solution of GPS is required which is cost effective, rapidly

deployable and can operate in diverse environments. It is localization algorithm.

Localization in wireless sensor networks [8] is one of the central components of a variety of
emerging applications including military, eHealth, environment monitoring, home and office
automation, weather forecasting and so on. Many of these applications need location based
services. Although GPS is a direct solution to the localization problem, the high cost, high power
consumption, and poor performance of GPS inside an indoor environment have necessitated the

research on localization algorithms.

2.8.1 Localization Algorithms in Wireless Sensor Networks

Literatures classify localization algorithms based on different parameters in to different main
categories. According to [4], [28], [29] localization algorithms based on computational capability

at each anchor are categorized as centralized and distributed.

In centralized algorithms, a single powerful central node calculates the positions of unknown node.
An unknown node sends its measured information, such as beacon position and distance to the
central node, and the central node sends back the estimated position to the unknown node. This
approach involves a lot of communication overhead for the unknown nodes, which in turn, would
require these nodes to have more battery power for sending and receiving. The centralized
approach also introduces a single point of failure, if the central node fails for some reason, the

entire localization process fails.

In distributed localization algorithms all the relevant computations are done on the sensor nodes
themselves and the nodes communicate with each other to get their position in a network. In large

WSNs, distributed localization algorithms are more efficient than centralized algorithms.

Comparing a distributed localization algorithm with a centralized localization algorithm, a
distributed localization algorithm is inherently more robust than a centralized localization

algorithm, such as less possible of link failures. Distributed localization algorithms are also far
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more scalable in practical deployment and may be the only way to achieve the large scales needed

for some applications [28].

Based on the number of anchors [28] that is used to localize a node, the localization algorithms
can be classified as anchor-based algorithms and anchor-free algorithms. In anchor-based
algorithms, several anchor nodes are used to localize nodes with unknown locations. In this
scheme, the accuracy of the estimation highly depends on the number of anchors and the
performance is improved when more anchors are added to the network. In the anchor-free scheme,
there is no anchor node with perfectly known location. Nodes communicate with each other to
estimate relative locations instead of computing absolute locations. Comparing the anchor-based
scheme with the anchor-free scheme, the anchor-based scheme provides more accurate results than
the anchor-free scheme. However, since GPS receivers are expensive, to obtain the accurate anchor
locations, the hardware cost for the anchor-based scheme is much higher than the anchor-free

scheme.

Based on the location determination mechanism, localization algorithms are broadly categorized

in to two classes: range-based and range-free localization algorithms [28], [30], [31], [8].
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Figure 2.5: Classification of localization algorithms
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2.8.2 Range-based localization algorithms

Range-based localization algorithms require more units such as GPS and directional antennas to
measure angles, and are defined by protocols that use absolute point-to-point distance (range)
estimates or angle estimates for calculating the location. These methods utilize the measurement
such as angle of arrival (AOA), time of arrival (TOA), time difference of arrival (TDOA) and
received signal strength indicator (RSSI). Normally range-based schemes have higher location
accuracy than the range-free localization schemes, but are hardware intensive and high cost of
sensor nodes [10], [28], [30].

Angle of arrival (AOA) means the angle at which the receiver received the signal from the
transmitter, and is [4] a method in which the angles between unknown node and a number of
anchors are used to estimate the location of unknown sensor node. Using AOA, each node can
estimate the bearing to the neighboring nodes with respect to its own axis and Bearing is an angle
with the respect to another object. AOA use antenna array for detecting angles [21]. The antenna
array consists of multiple antennas separated by certain distance. To perform localization with
AOA [21], two angle measurements are required, as shown in the figure 2.6. The signal sending
from the node M is received by anchor Al and anchor A2. The antenna array of A1 can detect the
signal’s AOA denoted as o, while Az can measure the AOA as . Then the two anchors send the
angle information o and p as well as their positions (X1, y1) and (X2, y2) to M. From the positions
of anchors, M can calculate the distance between anchors, denoted as d. Finally, M estimates its

positions (Xm, Ym) through the triangulation approach.
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Figure 2.6: Example of AOA localization [21]
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AOA has the following two practical problems:

v It is not practical to implement antenna array on tiny sensor nodes considering the
constraints on sensor nodes in terms of size, cost and energy.
v The accuracy of AOA measurement is affected by a combination of factors including multi-

path reflections and background noise, which lead to large errors in angle estimation.

Time of Arrival (TOA): Time of Arrival (TOA) estimates the distance between the anchor node
and a particular sensor node based on the time required to propagate and the speed of the
transmitted signal [3]. The sensor nodes transmit a signal to their neighbors at a predefined speed
and wait for answers. Their neighbors, send a signal back to them. Inter-node distance is calculated
by measuring the difference between the time when a signal is transmitted by a node and the time
when the same signal is re-transmitted by another node is received at the original node. As TOA
is based on the accurate measurement of time at the receiver and transmitter, synchronization has

to be considered.

Time Difference of Arrival (TDOA): In the TDOA [4], the propagation time can be directly
translated into distance, based on the known signal propagation speed. In this approach, each node
is equipped with a speaker and a microphone. In the transmitter initiated approach, the transmitter
first sends a radio message. After sending the message, it delays for some fixed interval of time,
tdelay, and then generates some fixed patterns of sound by its speaker. When a receiver listens to
the radio message, it records the receiving time, tradgio, and waits for the sound signal. It records the
receiving time of sound signal as tsound. The receiver then calculates the distance d from the sender,
by using equation [4]. TDOA able to achieve high ranging accuracy but need extra hardware and

consume more energy.

d= (Sradio—ssound) X (tsound — tradio — tdelay) (EQ-Z-Z)

Where Sradio and Ssound are the speed of radio signal and sound signal, respectively.
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Figure 2.7: Example of time difference of arrival (TDOA) [4]

Received signal strength indicator (RSSI): Received signal strength indicator [21] is considered
as the most popular technique for range estimation in wireless sensor networks. That is, because
almost every sensor node in the market has ability to analyze the strength of a received message,
then every RSSI information can be obtained at most with no additional cost. The intensity of an
emitted signal decreases as the distance from the emission source increases .This decrease relative
to the original intensity is attenuation. The signal strength decays with respect to distance in a
polynomial manner. In the most ideal circumstances, signal power attenuation is proportional to
d? where d denotes the distance between the transmitter and the receiver. This effect is sometimes

referred to as free space loss.

RSS [33],[42] transforms radiated signal strength to a meaning full distance using models of
wireless channels and it is commonly made in both theoretical studies and experimental studies,
the power loss can be formulated by using the lognormal model shown in EQ.2.3, which is the
widely used radio propagation model in the absence of multipath effects. Given a function
correlating attenuation and distance [21], it is possible to estimate the distance between two nodes
by measuring the strength of the signal. The widely used radio propagation model is the log-

distance path loss model (without multipath effects):
pt = pl(do) — 10 X n x logyg = (EQ. 2.3)

In Equation EQ.2.3 pt is measured in dBm, which is a logarithmic measurement of transmit signal
power. d is the distance between emitter and receiver, pl(do) is the signal power value at reference
24



distance do, n is the attenuation constant (rate at which the signal decays). Usually, n is obtained
through empirical data, n is around 2 in a free-space environment, but its value increases if the
environment is more complex (walls, large metallic objects, etc.). In environments with many
obstructions such as an indoor office space, an approximation of n is between 3 and 6. The model

of RSS measurement is shown in the figure 2.8

Pt(in dBm) RSS(in dBm)

Y \Y

signal loss

d (in km)
Transmiitter + > Receiver

Figure 2.8: The Model of RSS measurement modified from [33]

The above RSS model is given by the following relation;
RSS = Transmitted power — Path loss (signal loss), i.e.
RSS = pt — pl(do) — 10 X n X logy = (EQ. 2.4)
Where;
pt is transmitting power,
pl(do) is the path loss for a reference distance of do,
n is the path loss exponent,
d is the distance between sender and receiver node.

Based on EQ.2.4 acommonly used model for calculating the distance d is given in (EQ.2.5) which
pl(do) is measured at do = 1m.

pt—pl(do)—RSS

d=dox10  tn (EQ. 2.5)
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The drawbacks of range based [21] localization algorithms:

e The range information is very easily affected by multipath fading, noise and environment
variations for the case of RSSI.

e Additional ranging devices are needed, which consume more energy and increase the
overall cost for the case of AOA, TOA and TDOA

2.8.3 Range-free localization algorithms
The Range-free localization algorithms need less sophisticated hardware. They use estimated
distance instead of metrical distance to localize, so they have much advantage in power and
position cost. The range-free localization algorithms are cost effective due to the fact that no
distance or angle measurement between communicating nodes is required. As far as the tradeoff
between location precision and deployment cost is concerned, range-free localization schemes are

more suitable for WSNs than the expensive range-based ones [4].

In range-free localization schemes; centroid localization algorithm (CLA), APIT, and DV-Hop

are the popular localization algorithms [12].

DV-hop Localization algorithm:- DV-hop is a range free localization algorithm based on hop
count method in which [15], [34] the anchor broadcasts a packet in its transmission range in the
network that contains the coordinate data of this anchor node in addition to a hop count with
initialized value equals 1. The packet is broadcasted in the network and the hop-count increment
by 1. The receiver saves the packet with small number of hops and discards the packet with a large

number of hops.
The DV-Hop implementation includes three steps.

e First, every anchor broadcast its coordinate data and hops count in the network, which
ensure that all anchor should get the location information and minimum hop to all anchor

node in the network topology.
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Figure 2.9: Example of average distance per hop (ADH) in DV-HOP implementation

Second, each anchor node computes the average distance per hop using equation EQ.2.6

Sies i=ifl—x F+(y -y} Q2
>jeS,j=ih,,

ADH =

where (x i, x; ) and (y i, y;) are the actual and calculated coordinates of anchor i and j,
hi,j is the hop metric value between two anchor nodes i and j and S represents the set of
anchors. Then each anchor broadcast their average distance of hop (ADH) in its
transmission range. At the end of this step, each beacon node contains a routing table
include the destination node ID, x coordinate, y coordinate and minimum hop count, so
that each beacon node contain the information of all beacons in the network. The unknown
node receives the first ADHs from the beacons and discards the later ones. After that, the
unknown node uses the received ADHs to calculate the distances to the first three anchors

by multiplying ADH with a number of hops to its anchor.

In the figure 2.9, L1, L2 and L3 are anchor nodes and A is an unknown node and L1 has
both the Euclidean distance to L2 and L3, and the path length of 2 hops and 6 hops
respectively. L1 computes its ADH as (100+40)/(6+2) = 17:5, which is the estimated
average size of one hop, in meters. In a similar manner, L2 computes ADH as
(40+75)/(2+5) 2+5 = 16:42 and L3 ADH is also computes its ADH as (75+100)/( 6+5) =
15:90. Then after the anchors broadcast their respective ADH in the network and node A

gets an update from one of the anchors, and it is usually the closest one, that is L2 in this
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case which is 2 hops from A. Now the ADH of L2 is taken as ADH of the entire network.
Node A estimate distance to the three anchors as: to L1; 3x16.42 = d1, to L2; 2x16:42 =
d2, and to L3; 3x16:42 = ds.

Third, the unknown nodes positions are computed using trilateration method as follows:
d” =(x=x ) +(y-y,)
dy" =(x=% ) +(y-v,) (EQ.2.7)
d.?

(x=x ) +(y =y, )

Centroid Localization Algorithm (CLA): - The centroid localization algorithm [44], is
range-free localization algorithms and its core idea is to use the connectivity relationships
among nodes to calculate the unknown node’s position information. In this algorithms, the
anchor periodically broadcasts its coordinates information, which contains anchor’s ID and
location information, to the neighboring unknown nodes. An unknown node locates [45]
its position using the intersection of the connectivity of the regions as defined by the radio
range of each anchors. The estimate location of the unknown node is the centroid of the
polygon which is formed by several anchor nodes. The centroid localization algorithm [34]
uses the location (xi, yi) of anchor nodes participated in localization of unknown node
position and mathematical expressed as follows:

X+t Xy Yy oYy

(Xests Yest) = ( NN ) (EQ. 2.8)

Where N > 3, Xest Yest, IS the estimated coordinate of the sensor node be localized.

As a fundamental similarity between CLA and APIT algorithms [45], they are both proximity

based algorithms. While centroid localization algorithm assumes equal weight to the received

signal strength, APIT through a process, weighs the quality of the received signal strength within

the coverage area. APIT uses the best weighted triangles to estimate the most dominant region.
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2.8.4 More on Approximate-Point-In-Triangle (APIT) localization algorithm

APIT [35] [29] is a distributed, area-based range-free localization algorithm and segments the
whole area into triangular regions among anchors. A sensor node may be present inside or outside
these triangles. A sensor node can estimate its location by narrowing down the area of intersection

of triangles in which it possibly reside.

The method used to estimate the possible narrow area in which the sensor node can be found is
known as point-in-triangle (PIT) test. In this test a sensor node chooses any three anchors and tests
whether it is inside the triangle made by chosen anchors or not, by comparing the signal strength
of neighbor sensor node. APIT repeats PIT test with